
 
Be DisasterReady today for a stress-free tomorrow.  
Without data about clients, providers, solutions, plans, invoices, 
companies wouldn’t be able to survive today’s economy.

At Actiphy, we provide you affordable backup and disaster 
recovery solutions for you to protect all your data, your system 
configuration and your company against any failture, attacks 
and disasters. Reduce data loss and downtime of all physical 
and virtual Windows & Linux machines.

www.actiphy.eu

https://www.facebook.com/actiphy.emea
https://www.linkedin.com/company/actiphy-emea/
https://www.youtube.com/c/Netjapan_emea
https://www.actiphy.eu
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Agentless backup for Hyper-V  
and VMware

Backup all VMs at ones without installing any agent on the 
guest machines nor the host with ActiveImage Protector Virtual 
HyperAgent.

Long downtime is  
no longer acceptable

RTO(1) < 5 min — With Actiphy’s solutions, your systems and 
company are operational     a few minutes after  disasters, 
independently if the protected machine was on a OS installed 
directly on a hardware server, on a VM or hypervisor.

Unlimited onsite / Cloud backup 

Implement personalised 3-2-1 backup strategies with Direct-to-
Cloud backups or by first storing backups onsite and replicating 
them offsite in a private, public or hyper Cloud. Replications 
have no extra cost and include flexible retention and backup 
chain consolidation policies, for a better storage space control.

Why should you use Actiphy Backup & DR solutions?

Prevent data loss 
RPO(2) < 5 min — Limit the impact of outage by backing up to 
12 times an hour. Users and employees are not affected by this 
background process.
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(1) Recovery Time Objective 
(2) Recovery Point Objective 

Protect backup files from ransomware

Backup files are business lifebuoy! If they are corrupted or encrypted 
from a cyberattack, you will not be able to restore them! 
We prevent ransomware from accessing and damaging backup files!

In-Cloud Recovery
Restore directly to a virtual machine within the same cloud 
environment. Perfect for fast recovery as well as easy system 
migration.

https://www.savernova.com/en/blog/3-2-1-backup-strategy
mailto:info%40netjapan.eu?subject=
https://www.netjapan.eu/en-eu/backup-company/case-studies/>
https://www.savernova.com/en/tips-to-protect-against-ransomware-cryptolocker


Unparalleled deduplication 

Saves money by reducing onsite storage space and Cloud hosting costs 
with our sector-based deduplication. Our deduplication is inline and 
has minimal impact on backup and restore performance, unlike other 
solutions on the market.

Affordable, even for SMBs

We believe any organisation should be able to restore their backups as 
soon as possible to reduce downtime and its impact on productivity. We 
offer Instant availability solutions to access your data and systems in a 
few  minutes at a fraction of the cost of High Availability solutions.
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All business  Continuity phases covered 
with 1 solution and no extra cost
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Flexible restore, migration and failback 
P2P, P2V, V2V, V2P — Use it across any platforms.

Automated backup testing!

Ensure you can be DisasterReady at any time can only be done by 
continuously testing backup files. No time? We automated testings 
for you and not only check backup creation but also chain consistency 
and backup bootability!

Powerful web monitoring portal

Designed for Managed Service Providers (MSP), distributors and 
resellers, Actiphy Portal Service (APS) is accessible from anywhere 24/7.

https://landings.actiphy.eu/en/automated-backup-verification
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Actiphy solutions
SOLUTION NAME AGENT-/ 

HOST-BASED OS LICENCE

FOR VIRTUAL 
ENVIRONMENTS

ActiveImage Protector Vitual Unlimited Agentless & 
Agent-based

Per host, for unlimited number of VMs.  
(Includes host backup)

ActiveImage Protector Virtual 3 VM
Agentless or 
Agent-based

Up to 3 VMs. Host agnostic.

ActiveImage Protector Virtual 1 VM Per VM.

FOR PHYSICAL 
& VIRTUAL 

ENVIRONMENTS

ActiveImage Protector Server

Agent-based
 

Per machine.
ActiveImage Protector SBS

ActiveImage Protector Desktop

ActiveImage Protector Linux

ActiveImage Protector IT Pro 
(No incremental backups) No agent installed  

Yearly technician’s licence for use on an unlimited 
number of systems. Solution for IT Technicians.

ADD-ONS

HyperBoot 

Agent-based

Free. Included with ActiveImage Protector.
ImageCenter LE

ActiveVisor 
(To soon be updated to support AIP 2022) Free.

Portal Service Portal Service Web-based Free backup monitoring console.

MORE DETAILS

https://landings.actiphy.eu/en/activeimage-protector-editions
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Actiphy Europe

+41 (0)22 994 90 55
info@actiphy.eu
www.actiphy.eu
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FREE TRIALS

Documentation of interest

Disaster Recovery  
Plan template

8 Tips for SMB to protect against 
ransomware attacks

Backup & Disaster 
Recovery service checklist

mailto:info%40netjapan.eu?subject=
http://www.netjapan.eu
https://www.actiphy.com/en-eu/form/all-trials/
https://www.facebook.com/actiphy.emea
https://www.linkedin.com/company/actiphy-emea/
https://www.youtube.com/c/Netjapan_emea
https://www.savernova.com/en/disaster-recovery-plan-template
https://www.savernova.com/en/backup-dr-service-checklist
https://www.savernova.com/en/tips-to-protect-against-ransomware-cryptolocker

